
 

CCNA BOOT CAMP 

Duration: (academic hours) Price: (Lt) 

40 4200,- 

 

 In just one week of CCNA boot camp style instruction, you can become the holder of 
the Cisco Certified Network Associate certification. Employers, colleagues and businesses will 
recognize your networking knowledge. After taking this Cisco CCNA Boot Camp course, you will 
be able to install, configure and run LAN, WAN, and dial access services for smaller networks of 
100 nodes or less. In addition, you'll have knowledge about the use of: IP, IGRP, VLANs, RIP, 
Serial, Frame Relay, IP RIP, Ethernet and Access Lists.  

Why should you opt for a boot camp over a traditional course for your computer 
training? It depends on how much time you want to devote to your studies. With CCNA 
bootcamps, you can earn your credential in a matter of seven days! Imagine launching your IT 
career after just one week. Accelerated learning programs such as this immerse you in the 
curriculum. These seven days are not easy but they are rewarding. Put yourself on the fast 
track for success by digging in and earning your credential.  

Cisco CCNA boot camps are a terrific way to prepare for the certification exam. In fact, 
we guarantee your success. After completing the course, you will take the exam onsite.  

If you want a hands-on, real-world experience, choose the CCNA boot camp. No other 
option will fully immerse you in the networking tasks that are ahead. 

This course is designed for qualified IS professionals, marketing personnel, and staff 
support in any industry that will be actively involved in a project. 

PREREQUISITES:  

No prerequisite is required for taking this course. 

CISCO CCNA BOOT CAMP OUTLINE 

ICND PART 1 

 

 Describe the operation of data networks.  

 Implement a small switched network  

 Implement an IP addressing scheme and IP services to meet network 
requirements for a small branch office  

 Implement a small routed network  

 Explain and select the appropriate administrative tasks required for a WLAN  



 

 Identify security threats to a network and describe general methods to 
mitigate those threats  

 Implement and verify WAN links  

ICND PART 2 

 

 Configure, verify and troubleshoot a switch with VLANs and interswitch 
communications  

 Implement an IP addressing scheme and IP Services to meet network 
requirements in a medium-size Enterprise branch office network  

 Configure and troubleshoot basic operation and routing on Cisco devices  

 Implement, verify, and troubleshoot NAT and ACLs in a medium-size Enterprise 
branch office network.  

 Implement and verify WAN links  

 



 

 


